
  

 

Cino Cyber Safeguard Advantage 
“Divinely guided to inspire and evolve innovative and lasting solutions.” 

Register Today! 

Web: www.cinoltd.com/ccsa Phone: 516-932-0317 Ext. 306 Email: ccsa@cinoltd.com 

Cyber security is not only an IT issue but a serious business concern. The Harsh Reality: It is 

no longer a question of IF, but rather, WHEN, you will be attacked.  Your business needs to 

ACT NOW! Take a proactive stance against cyber threats to protect your business. But, where 

do you start? Our CCSA program is an Innovative Solution to cyber security; based on 

education and risk reduction best-practices, that is the CINO CYBER SAFEGUARD ADVANTAGE.  

 

CCSA Subscription Services:  
 

Receive your Certificate of  Participation 
 for the following: 

 

 External Live Penetration Testing: 
Our team will attempt to penetrate your 
network from the internet. (2IP’s) 

 Vulnerability Detection: Two scans per 
year of your internal IT network. 

 Cyber-Security Training: Virtual 
awareness seminars; two per year. 

 Cyber-Security Bulletins & Alerts: 
Keeps you informed on the latest threats 
& other vital information. 

 5 Anti-key Logging Software 
Licenses: Keystroke encryption software 
prevents malware from stealing sensitive 
information. 

 5 Identity Theft Protection Licenses: 
Proactive services to mitigate risk and 
damages. 

 Incident Response & Business 
Continuity Plan Evaluation: 
Recommendations provided  

 Certificate of Participation  
Participants receive preferred rates for 
cyber insurance (select providers) 

Preferred pricing on additional services: 

Subscription: $195.00 per month 

 

Payment Options 

Quarterly, Semi-Annually or Annually 

 

 

 That State Regulators such as the NYSDFS have enacted specific 
guidelines & deadlines for Cyber Security Regulations. 

 Such as: 

 Annual penetration testing of the covered entity’s 
information systems. 

 Identify and assess internal and external cybersecurity risks 
that may threaten the security or integrity 
of Nonpublic Information. 

 Provide regular cybersecurity awareness training for all 
personnel that is updated to reflect risks identified. 
 

 A small business is just as vulnerable to cyber-attacks as is big 
business, and the effects can be dire. 
 

 Investors have major concerns when it comes to a data breach;  

 Loss of corporate intellectual property 

 Loss of Competitive advantages 

 Loss of Reputation 

 Legal Ramification 
 

 The cost per record stolen is as much as $188 in 2014, $217 in 2015 
& $221 in 2016 est. $233 in 2017 (Ponemon Institute)  

 
 
 
 
 

 

 

DID YOU KNOW? 

 


